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JaguarForensics Toolkit  is very rapid Forensics report generation application. It generates 

HTML report with selected options for inspected computer. 

It runs on USB Flash Disk. It does not install  and modify any program on inspected machines. 

Just collects the information and analyze with Mal-ware Databases, checks Hidden Programs, 

drivers. Especially checks the well-known mal-ware application such as Browser Helper Ob-

jects, Tool Bars  and also identify Hidden processes, drivers. It uses self contained Mal-ware 

Database which can be upgraded from Internet.  

The program creates   quick web links on the generated reports  for detailed search with pro-

gram name , GUID and MD5 Hashes. It helps to get detailed information about the processes.  

It can identify Hidden Processes, Hidden Drivers (ROOTKIT-API HOOKS) which can not be 

detect with well-known Anti-Virus, Anti-Spy programs. 

• Detailed Computer Info.  (H/W, O/S, BIOS, Service 

Packs vs.) 

• Users, Groups, Network Shares                           

• Running Programs ( EXE, SYS, Service, Objects)                       

• Startup Programs 

• Active  Network Ports  and Using  Processes 

• Inspector Form 

• Event logs   

• Device Drivers 

• Digital  Certificate Verifying 

• Inspecting Well-known  BHO, Key Logger, Screen Log-

ger, Trojan Horse ve Backdoors       

• ROOTKIT & API HOOK, Hidden Processes & Drivers 

• Detailed Search on WEB with Program Name, GUID and 

MD5 Hashes 

  

Features; 
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For More Info and Sample Report please visit   http://www.jaguarsoft.com/forensics.asp   


